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Abstract: Mobile cloud is internet based data, applications and related services accessed through smartphones, laptops and other portable devices. The combination of cloud computing, wireless communication, portable computing devices is called mobile cloud computing which allows users an online access. Despite increasing usage of mobile computing, exploiting its full potential is difficult due to its inherent problems such as resource scarcity, frequent disconnections, and mobility. Mobile cloud computing can address these problems by executing mobile applications on resource providers external to the mobile device. But the mobile cloud computing have some issues like power consumption, resource poverty and security. In this paper, we are going to present a novel approach to manage resource by using an effective resource management algorithm to overcome above mentioned problems.
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1. Introduction

Mobile devices (e.g., smartphone and tablet PC) are increasingly becoming an essential part of human life as the most effective and convenient communication tools not bounded by time and place. Mobile users accumulate rich experience of various services from mobile applications (e.g., iPhone apps and Google apps), which run on the devices and/or on remote servers via wireless networks. The rapid progress of mobile computing (MC) becomes a powerful trend in the development of IT technology as well as commerce and industry fields. However, the mobile devices are facing many challenges in their resources (e.g., battery life, storage, and bandwidth) and communications (e.g., mobility and security). The limited resources significantly impede the improvement of service qualities [13].

Mobile/cloud computing is the combination of cloud computing and mobile networks to bring benefits for mobile users, network operators, as well as cloud computing providers. The ultimate goal of MCC (mean of MCC is Mobile Cloud Computing) is to enable execution of rich mobile applications on a plethora of mobile devices, with a rich user experience [6]. MCC provides business opportunities for mobile network operators as well as cloud providers. More comprehensively, Mobile Cloud Computing can be defined as "a rich mobile computing technology that leverages unified elastic resources of varied clouds and network technologies toward unrestricted functionality, storage, and mobility to serve a multitude of mobile devices anywhere, anytime through the channel of Ethernet or Internet regardless of heterogeneous environments and platforms based on the pay-as-you-use principle" [7].

Mobile Cloud Computing uses computational augmentation approaches by which resource-constraint mobile devices can utilize computational resources of varied cloud-based resources. In Mobile Cloud Computing, there are four types of cloud-based resources, namely distant immobile clouds, proximate immobile computing entities, proximate mobile computing entities, and hybrid (combination of the other three model) [3]. Giant clouds such as Amazon EC2 are in the distant immobile groups whereas cloudlet or surrogates are member of proximate immobile computing entities. Smartphones, tablets, handheld devices, and wearable computing devices are part of the third group of cloud-based resources which is proximate mobile computing entities. Vodafone, Orange and Verizon have started to offer cloud computing services for companies.

"Cloud computing" is a term, which involves virtualization, distributed computing, networking, software and web services. A cloud consists of several elements such as clients, data centre and distributed servers. It includes fault tolerance, high availability, scalability, flexibility, reduced overhead for users, reduced cost of ownership, on demand services etc [10].

Central to these issues lies the establishment of an effective load balancing algorithm. The load can be CPU load, memory capacity, delay or network load. Load balancing is the process of distributing the load among various nodes of a distributed system to improve both resource utilization and job response time while also avoiding a situation where some of the nodes are heavily loaded while other nodes are idle or doing very little work. Load balancing ensures that all the processor in the system or every node in the network does approximately the equal amount of work at any instant of time. This technique can be sender initiated, receiver initiated or symmetric type (combination of sender initiated and receiver initiated types) [12].
MCC ARCHITECTURE

- Mobile devices are connected to the mobile networks via base stations that establish and control the connections and functional interfaces between the networks and mobile devices.
- Mobile users’ requests and information are transmitted to the central processors that are connected to servers providing mobile network services.
- The subscribers’ requests are delivered to a cloud through the Internet.
- In the cloud, cloud controllers process the requests to provide mobile users with the corresponding cloud services.

Figure 1: MCC Architecture

CLOUD COMPONENTS

A Cloud system consists of 3 major components such as clients, datacenter, and distributed servers. Each element has a definite purpose and plays a specific role [11].

Clients- End users interact with the clients to manage information related to the cloud. Clients generally fall into three categories:

- **Mobile**: Windows Mobile Smartphone, smartphones, like a Blackberry, or an iPhone.
- **Thin**: They don’t do any computation work. They only display the information. Servers do all the works for them. Thin clients don’t have any internal memory.
- **Thick**: These use different browsers like IE or mozilla Firefox or Google Chrome to connect to the Internet cloud. Now-a-days thin clients are more popular as compared to other clients because of their low price, security, low consumption of power, less noise, easily replaceable and repairable etc [5].

Datacenter- Datacenter is nothing but a collection of servers hosting different applications. An end user connects to the datacenter to subscribe different applications. A datacenter may exist at a large distance from the clients. Now-a-days a concept called virtualisation is used to install a software that allow multiple instances of virtual server applications.

Distributed Servers- Distributed servers are the parts of a cloud which are present throughout the Internet hosting different applications. But while using the application from the cloud, the user will feel that he is using this application from its own machine.

2. Related Work

Load balancing algorithms frequently used are divided into two categories [9]. One is static load balancing algorithm, the other is dynamic one [10]. Round Robin (RR)& Weighted Round Robin(WRR) are static algorithms commonly used. RR is relatively simple, which does not consider server availability, server load, the distance between clients and servers and other factors. WRR solves the problem of inconsistent servers performance by adding weight, but when requesting service for a long time, it may cause load tilt. Least connection (LC) and weighted least connection (WLC) are dynamic algorithms commonly used. LC does not consider service capability, the distance between clients and servers and other factors. WLC is a relatively good dynamic scheduling algorithm.

In Entropy-Based Grouping Techniques for Resource Management in Mobile Cloud Computing, groups are classified according to the availability and mobility to manage reliable resource. The mobile devices has been grouped by measuring the behaviour of mobile devices and calculating the entropy in order to avoid faults in the mobile cloud computing [3].

An Auction Mechanism for Resource Allocation in Mobile Cloud Computing Systems, first model the resource allocation process of a mobile cloud computing system as an auction mechanism with premium and discount factors. The premium and discount factors indicate complementary and substitutable
relations among cloud resources provided by the service provider. Then, the individual rationality and incentive compatibility (truthfulness) properties of the users are analysed in the proposed auction mechanism [2].

3. Methodology

Recently, research on utilizing mobile devices as resources in mobile cloud environments has been gaining attention because of the enhanced computing power of mobile devices, with the advent of quad-core chips. Such research is also motivated by the advance of communication networks as well as the growing population of users of smart phones, tablet PCs, and other mobile devices. This trend has led researchers to investigate the utilization of mobile devices in cloud computing. However, mobile devices have several problems such as characteristics of the mobility, low memory, low battery, and low communication bandwidth. Especially, the mobility of mobile device causes system faults more frequently, and system faults prevent application using mobile devices from being processed reliably. In this method the resources has been allocated to the mobiles based upon the entropy and FIFO. The entropy has been calculated based upon the formula \( E(M_i) = -\frac{t}{M} \log_2 \left( \frac{t}{M} \right) \) Where \( t \) is the time at which the mobile has sent a request to the cloudlet and \( M \) is the total number of mobile devices in a cloudlet.

Figure 3: Mobile Network with cloudlets

A cloudlet is a trusted, resource-rich computer or cluster of computers which is well connected to the Internet and available for use by nearby mobile devices. Thus, when mobile devices do not want to offload to the cloud (maybe due to delay and cost), they can find and use a nearby cloudlet. In this way, mobile users may meet the demand for real-time interactive response by low-latency, one-hop, high-bandwidth wireless access to the cloudlet. A threshold value will set. After calculating the entropy for each mobile the threshold value will be checked. If the mobile satisfies the threshold the requested application will be provided otherwise it will be kept in queue. If more than one mobile device satisfies the threshold then based upon the FIFO the application will be served.

4. Expected Outcome

Consider M1,M2,…,M10 be ten mobile devices in a cloudlet trying to access three applications A1,A2,A3 from the cloudlet. If too many mobile devices request the same application then there will be resource poverty. To avoid that we calculate the entropy for each mobile device which is requesting the application.

![Cloud Pool](Amazon, Google, Microsoft,...)

Table 1 Mobile devices with Applications

<table>
<thead>
<tr>
<th>M</th>
<th>M1</th>
<th>M2</th>
<th>M3</th>
<th>M4</th>
<th>M5</th>
<th>M6</th>
<th>M7</th>
<th>M8</th>
<th>M9</th>
<th>M10</th>
</tr>
</thead>
<tbody>
<tr>
<td>A</td>
<td>A1</td>
<td>A2</td>
<td>A3</td>
<td>A2</td>
<td>A1</td>
<td>A2</td>
<td>A3</td>
<td>A3</td>
<td>A1</td>
<td>A2</td>
</tr>
</tbody>
</table>

where M is the mobile devices and A is the applications. The mobile devices M1, M5, M9 are requesting the application A1 .M2, M4, M6, M10 requesting A2 and M3, M7, M8 requesting A3. Assume threshold value as 0.5. Consider the time periods for mobile devices as

Table 2 Mobile devices with Time period

<table>
<thead>
<tr>
<th>M</th>
<th>M1</th>
<th>M2</th>
<th>M3</th>
<th>M4</th>
<th>M5</th>
<th>M6</th>
<th>M7</th>
<th>M8</th>
<th>M9</th>
<th>M10</th>
</tr>
</thead>
<tbody>
<tr>
<td>t</td>
<td>3</td>
<td>2</td>
<td>5</td>
<td>4</td>
<td>6</td>
<td>7</td>
<td>6</td>
<td>9</td>
<td>8</td>
<td>9</td>
</tr>
</tbody>
</table>

where \( t \) represents mobile devices and \( t \) represents time period. Now for application A1, A2, A3 calculate the entropy values .The values are shown in the table.

Table 3 Applications with Entropy Values and time periods

<table>
<thead>
<tr>
<th>APPLICATIONS</th>
<th>MOBILE DEVICES</th>
<th>ENTROPY</th>
<th>TIME PERIOD</th>
</tr>
</thead>
<tbody>
<tr>
<td>A1</td>
<td>M1</td>
<td>0.5</td>
<td>3</td>
</tr>
<tr>
<td></td>
<td>M5</td>
<td>0.4</td>
<td>6</td>
</tr>
<tr>
<td></td>
<td>M9</td>
<td>0.3</td>
<td>8</td>
</tr>
<tr>
<td>A2</td>
<td>M2</td>
<td>0.5</td>
<td>2</td>
</tr>
<tr>
<td></td>
<td>M4</td>
<td>0.5</td>
<td>4</td>
</tr>
<tr>
<td></td>
<td>M6</td>
<td>0.4</td>
<td>7</td>
</tr>
<tr>
<td></td>
<td>M10</td>
<td>0.1</td>
<td>9</td>
</tr>
<tr>
<td>A3</td>
<td>M3</td>
<td>0.5</td>
<td>5</td>
</tr>
<tr>
<td></td>
<td>M7</td>
<td>0.4</td>
<td>6</td>
</tr>
<tr>
<td></td>
<td>M8</td>
<td>0.1</td>
<td>9</td>
</tr>
</tbody>
</table>

For A1, the mobile device M1 is satisfying the threshold value so the application will be allocated to M1 , other devices will be kept in a queue. Similarly for A3, M3 is satisfying the threshold value so A3 will be allocated to the device M3.But for A2, more than one mobile is satisfying the threshold so here we consider FIFO .The device M2 has requested the application first so it will served first and the remaining devices will be served later. So that we can reduce the resource poverty.

5. Conclusions

In this paper, an efficient resource management algorithm is used to allocate resources to the mobile devices to reduce the resource poverty. In future we can also extend this method for storage. The performance of the proposed algorithm can also be increased by varying different entropy levels.
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