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Abstract: As of today wireless technologies are not up to the mark in providing good communication services compared to wired 

devices. This fact is truer in the field of data communications wherein the wired devices provide highly reliable and fast data transfer 

rates compared to wireless devices. In the past, some major work is already carried out by various authors in this segment. This paper is 

an effort in continuing to bring the change by modifying the already proven concepts and bringing in new concepts. To this extent, we 

are trying to improve the protocol capacity of the IEEE 802.11 MAC protocol in three different ways.  
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1. Introduction 
 

From the time wireless technology was commercialized, 

scientists and industrialists had a strong feeling of its success 

in the market. There is no doubt that wireless 

communication will be the future technology that will 

prevail in every aspect of human life. Unbelievable, but 

wireless technology had a great success and failure. The 

wireless voice communication performed very well and is 

continuing to perform well in the market. However, the 

consumer base did not respond to the wireless data 

communication technology as expected. The reason can 

partially be attributed to the non-availability of the 

technology that can provide services on par with wired 

LANs. But a major factor for its non-success, we feel, is it 

does not keep up the promise of performing up to the extent 

that it claims. That is, an IEEE 802.11 [7] complaint device 

does not provide good data transfer rate under high network 

loads. Its performance degrades heavily beyond ten nodes. 

 

The above factor‟s warrants the need for research in this 

field to find a way to maximally utilize the available 

resources. We followed various concepts [1] [2] [3] [4] in 

studying the protocol in a different perspective.  For the 

analytical model in our paper, we modeled our system of 

WLAN as poisson distributed [5].  

 

2. Approach 
 

Method I:  Here we focus on the analytical way of finding an 

optimal contention window size. A set of wireless devices 

forming a wireless local area network can be inherently 

modeled as poisson distributed. The single shared medium 

(wireless channel) is viewed as a processor, to which the 

packets from different wireless devices are queued for 

transmission to destinations. Each wireless device will have 

its own output queue and hence the processor has a 

distributed queue. Thus the job of the processor is to 

transmit the packet from source to destination taking packets 

from the distributed queue. The packet sizes themselves are 

taken from Poisson distribution.  In this process it may so 

happen that, more than one wireless device put a packet in 

the front of the queue for transmission at the same time. This 

will lead into the collision of the packets and hence an 

unsuccessful transmission attempt. In this manner a packet 

may undergo multiple collisions before being successfully 

transmitted. The time interval between two consecutive 

successful packet transmissions is known as the virtual 

transmission time. The tree structure of figure 1 will explain 

the various times involved in a virtual transmission time.  

 

 

 

 
Figure 1: Breakup of virtual transmission time 
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A simple convention can be followed to interpret figure 1. 

The two objects (text boxes) connected by an arrow with 

double head is to be multiplied. For an arrow with single 

head, the object present at the tail of the arrow is to be added 

into the object present at the head of the arrow. 

 

The parameters that are assumed to be fixed (as they are 

dependent on the physical channel) are Propagation delay, 

SIFS time, DIFS time, ACK time (ACK length is fixed), 

Average minimum back off time. Thus, the elements to be 

computed are Average number of collision, Collision Length, 

Idle Time. These values are found as shown below: 

 

Each transmission attempt represents a contention cycle. A 

virtual transmission time is made up of multiple contention 

cycles. We also make an assumption that the wireless 

channel always has a packet ready for transmission. Since 

we model the WLAN environment as Poisson distribution, 

all wireless devices will be giving packets to the channel for 

transmission according to this distribution. Thus probability 

that k packets will arrive for transmission during a 

contention cycle is: 

 
 

Where m = M (No. of wireless devices) x probability of a 

device transmitting in this contention cycle.  

Probability (device transmitting in a contention cycle) = 2 / 

(E[cw] +1)  (2) 

 

Next we find out the probability of collision as given by (3). 

This equation will be used to find the probability of different 

contention window sizes at each contention cycle (This 

probability is specified in (5)). The second probability is 

based on the number of collision a packet undergoes before 

being successfully transmitted. For this, we need to find the 

probability of a packet undergoing „n‟ collision before a 

successful transmission, which is given by (4). 

 

 
Where CW0 = 8, CW1 = 16, CW2 =32, CW3 =64, CW4 =128, 

CW5 =256 

 

Next we propose the expression for idle time and number of 

collision, which will help us in finding the optimal 

contention window size for a given number of wireless 

devices, a given packet size and  

 
Since the expression for calculating collision length is very 

complex and is not feasible at run time, we make an 

assumption of the system performing best in steady state 

condition, wherein the average idle time and the collision 

time should be same. This leads us to the expression for 

collision length in terms of idle time and average number of 

collisions as given in (8). 

 
 

The above equations help us in finding the appropriate 

contention window size for various network configurations 

as given in table 1. The major elements of the network 

configuration which affect the choice of contention window 

size are the number of stations in the network and the length 

of the packets that they transmit. Finally, we can find the 

theoretical capacity of the protocol that can be attained by 

the proper selection of the contention window size. The 

protocol capacity equation is given by (9). 

 

 
Where PSavg = Tslot / being the parameter of Poisson 

distribution for packet size and Tslot is the length of the slot 

in time units. 

 

3. Results 
 

The table below shows results for a few network 

configurations. This table also lists the optimal contention 

window sizes for the given network and its theoretical 

protocol capacity.   

 

Table 1: Optimal , contention window size, protocol 

capacity for various network configurations 

Stations 

(M) 

Packet 

Size () 
E[] E[CW] Tslot max 

500 100 0.0161302 122.99102305 0.00002 0.00026155334 

100 100 0.0790924 24.28687965 0.00002 0.00010464 

50 100 0.1590444 11.575104814 0.00002 0.0001046401 

20 100 0.233007 7.583433116 0.00002 0.00010367150 

 

Mathematical model given above represents one of the 

methods of studying the protocol capacity. The other two 

methods are briefly described below. These works will be 

over by the end of this month.  

 

Method II: When a wireless device gets access to the 

channel for the first time, it is allowed to access the channel 

for some maximum number of times consecutively. The 

wireless device gets a back off time of one slot, till the 

number of successful packet transmission reaches threshold 

value after which it takes very high back off time. 

 

Method III: When the wireless channel is free for some 

threshold time limit, then instead of decrementing the back 

off slots by 1 unit we decrement it x units where x depends 

on the network configuration. 

 

4. Conclusion 
 

This paper gives the analytical limit for the IEEE 802.11 

MAC protocol capacity. Also it presents two other methods 

as an attempt to improve the channel capacity. The results 

for some of the network configuration show that the IEEE 

802.11 protocol can not reach a maximum capacity of 1. It is 

also supported by the general theory, to avoid collision the 

network should have a large average back off time and to 

avoid high delay the network should have a low average 

back off time. Hence, optimizing the protocol capacity 

involves a trade off between low collisions and low idle time. 
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