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Abstract: Today’s world is depending more on the internet for knowing new things or for clearing the doubts related to their field of 

work etc. But when we enter a topic in the search engine it is not necessary that the pages related to our interested area would come. It 

may show the pages in various fields that possess that word. So sometimes it may be irritating for the users when the pages which are 

not of their interests are displayed. So this paper deals with the idea of personalised web search where a user profile is created. It may 

contain the details of the user and his topics of interests. But due to security reasons most of the users do not disclose their private 

information. This paper provides an online profile creation where the user can customize his related topics and when a query is entered 

the topics related to his interests will be displayed first with his privacy preserved. 
 

Keywords: Privacy preservation, personalised web search, ranking, online profile creation etc. 

 

1. Introduction 
 

Most of the users now use search engines for getting valuable 

information related to their topics. But sometimes they may 

get information which is not on their topic of interests. This 

may make the users irritated. So it will be preferable if search 

results may get according to some profile or something like 

that where the user can customize his needs. But due to the 

security reasons the users are not willing to give their private 

information. This may affect the search results adversely. 

Thus for providing better search results the user information 

must be collected and analysed and their query must be 

processed according to these data. 

 

Many methods have been proposed for better personalised 

web search. Some were based on the click log methods [2] 

where the search results were based on the previous history. 

These techniques give better results only for the repeated 

queries. So these techniques are not optimal. The other 

techniques are profile based ones [3][4], where an offline or 

online profile creation is done. For offline profile creation 

once the profile is created this may be used for ever. Here the 

user cannot customize their needs. But in online profile 

creation the user can customize their needs. Here arises the 

need of security. 

 

2. Related Works 
 

As seen before, the personalised web search is categorized 

into two types like click log based ones and profile based 

ones. In click log based ones [2], the search results are based 

on the previous history. In profile based ones [3][4] a profile 

is created for the user and the query is processed according to 

this profile. Among these, most works support only offline 

profile creation [6][8]. Here the user cannot customize his 

needs. Thus once the profile is created all the queries will be 

processed according to his once created profile. Some 

methods do not allow the users to prioritize [9][10]their 

needs. Thus all the needs will be given equal preference. All 

these methods require privacy preservation [6][8]. 

 

3. System Model 
 

This paper deals with online profile creation[5] where the 

user can customize the needs according to his priority. The 

system model assumes a large number of clients and a server. 

Here the server is assumed as untrusting. When a user sends 

a query, the hierarchical profile of the user is created [7]. 

There the user can customize their needs. Then the query is 

generalised according to this profile. This is then send to the 

server side [11] and the server sends results according to the 

generalised query. 

 

 
Figure 1: System Model 

 

4. Proposed System 
 

The user can customize the needs according to their priority 

on the online profile. Also the user can enter comments for 

each topic. So when a query is entered and if the user is not 

given any priority to that particular topic, then the comments 

of the user for that topic is analysed and the query will be 

generalised according to the priority or comments. This 
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generalised query will be send to the server. The server may 

give responses according to this generalised query. Thus an 

optimal solution can be obtained. 

 

5. Performance Analysis  
 

The performance of the system can be analysed based on the 

security it provides and the search results it provides. It will 

provide better search results as it give responses according to 

the user profile. Also it provides better security as the profile 

as such is not send to the server. Only a generalised query 

based on the profile is send to the server. 

 

6. Conclusion 
 

Users hope for better search results. Profile based ones may 

result in better search results. But there arise the issue of 

security. An optimal solution can be obtained if better 

security measures are given. This paper provides a better 

method for providing privacy protection and also better 

search results. 
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