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Abstract: Fingerprint recognition is automated ways of verifying a match between people's fingerprints. It are one of  a lot of forms of 

biometrics used to identify individuals and verify their identity. The determination and commitment of the fingerprint manufactory, 

government needs, and organized standards body have led to the new generation of fingerprint, which promises fast and high quality 

acquisition devices to produce higher accuracy and very reliability.  
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1. Introduction 
          

Fingerprint has taken part a major role to identify a particular 

person uniquely, because of their uniqueness and consistency 

over time [1].  

 

It have been used for identification for over a century, more 

recently becoming automatic  due to advantage  in computing 

capabilities[2].      

 

It identification is popular because of the inherent easy in 

acquisition, the numerous sources available for collection, 

and their established use and collections by law enforcement 

and immigration [3]. It Identification is a widely used 

Biometric Identification mechanism. Different techniques 

have been proposed for having satisfactory Fingerprint 

Identification [4]. 

 

2. Methodology 
 

It can be identified fingerprint variety of many devices, 

including: 

 

1- Electronic device: Based on the fingerprint identification 

was an essential part in all aspects of life, especially the life 

of espionage in recent years, but few use in recent years has 

led  the spread of other uses multiple devices, especially in 

the police and intelligence task and institutions van if there is 

a severe mismatch bin fingerprints of two people, the visual 

inspection content in this device-mail flour could 

distinguish[5].  

 

The difference through the scanner, who is where, they are 

photographed fingerprints and then works to be stored in a 

special file on the device can return it at any time [6]. The 

imaging device footprint left his habit and is two: 

 

Primary Function: Is to get a numbered picture of 

fingerprints to someone and then allow him to pass [7]. 

 
The second function: It is to be filming a fingerprint for a 

particular person and then not be allowed to enter, and then 

be brought into conformity with the image stored in the 

apparatus by which the original image. 

2 - Scanner 

Scanner work through careful and sensitive device consists of 

a wide range of light-sensitive cells are those cells when 

exposed to light to produce an electrical signal. In each cell 

there is a mini box can be either shiny or dark as a result of 

giving it as being light [8] that are not exposed to light give 

dark square and the cell that is exposed to light give a shiny 

box, hence become the image of the dark glittery and 

transformed into a digital signal or cycle and be saved, and 

address the image and purified from any impurities present 

in, and then start comparison images stored and original 

process [10]. 

 

3 - Electric scanner: Sometimes replace light for the image 

of the fingerprint using an electric current, it is a loud electric 

current that changes the value of the electrical effort [11]. 

 

Which is in direct contact circuits are closed and also be 

connected to other loudspeaker containing conductor’s 

panels that operate on the intensive formation electrode from 

which you can store electrical charges [12]. When does 

anyone take the fingerprint him and put his hand on a 

dedicated third capacitor plate is produced by the lines of the 

fingerprint on the surface of the skin, the electrical charge is 

change according to the shape Protein content of the lines of 

a fingerprint, the device captures electrical discharges 

readings, then, is a very careful and sensitive and cannot be 

hacked or deception [13]. 

 

3. Result 
 

 
Figure 1: Fingerprint Reference Point 
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Figure 2: Original image 

 

 
Figure 3: Orientation image 

 

 Hardware: Used for collection the digital image of a 

fingerprint 

 Fingerprints Sensor: It is an electronic device used to 

take a digital image of fingerprint pattern. The taken image 

is called a live scan. 

 Optical: Imaging involves taking a digital image of the 

print using visible light. 

 Ultrasonic Sensor: Sensors are used of the principles of 

medical ultrasonography in requirement to create visual 

pictures of the fingerprint. 

 Passive Capacitance: Sensors are use the principle outline 

above to form an image of the fingerprint patterns on the 

layer of skin. 

 Active Capacitance: Sensors are used a charging cycle to 

apply a voltage to the skin before measurement takes place 

[14]. 

 Software: the two standards of fingerprint matching 

techniques are (1) minutiae-based matching: is specifically 

the location and direction of each point. (2) Pattern 

matching. Pattern matching compare two pictures to see 

how similar they are, and used in fingerprint systems to 

detect duplicates. The most used recognition technique 

[15].  

 

Fingerprint Techniques 
 Hybrid technique: An improved algorithm for core 

detection based on a hybrid technique complex filtering 

techniques. 

 Demo Code: Protected P-files exists for performance 

evaluation convolution. Exhaustive document of the 

implemented algorithms. 

 Optimized Code: A best fingerprint segmentation using a 

morphological operations the merging technique is greatly 

improved. 

 

4. Conclusions 
 

We have tried to overcome the suspicion during the identical 

of exact references point location using decision making 

rules, when combining only two systems we generally obtain 

a significant performance improvement compared to 

including a third system. 
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