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Abstract: The quality of service is one of the most important areas of Internet development. As the Internet originally developed for 

data communications is now used more and more for real-time applications, there is a need for better service than the ``best effort''. In 

this study we will at first review the concept quality of service, what it is and then we study the two most important efforts to provide. The 

remarkable growth of the Internet Protocol version 4 (IPv4)-based Internet has highlighted several fundamental limitations with that 

protocol. Internet Protocol version 6 (IPv6) addresses these issues and provides additional enhanced services and functionality. IPv6, 

also called IP-NG (is the next generation) Internet Protocol and is the designated successor to IPv4. Although some aspects of IPv6 are 

still under development, the basic protocols, conventions, and formats have been stable for years and enjoy wide support. Real-world 

production deployment (allocation and assignment of production network addresses or prefixes) has been underway for several years, 

and IPv6 is no longer considered experimental.  
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1. Introduction 
 

Background 

 

IPV4: The IP layer of abstraction is mainly charged with 

delivering Internet Protocol (IP) packets from source to 

destination. In order to perform this task, the source and 

destination IP addresses are identified by unique fixed length 

addresses. In IPv4, a 32 bit numeric identifier was deemed 

sufficient when the Internet was created. However, as the 

Internet growth has been exponential it is clear that there is a 

need for a revision of the IPv4 addressing scheme. We will 

not dig deeply into the techniques that have been employed 

to delay IPv4 address exhaustion; instead we show the 

progression of events in order to better understand the 

proposed solutions. Introduces class full network addressing 

architecture, the first classification of IP addresses. This 

scheme supported few individual networks and clearly could 

not support the growing Internet. 

 

IPV6: The described IP address space exhaustion mitigation 

techniques, each with their own draw backs. These 

techniques were only short-term solutions to delay 

exhaustion, while more tangible solutions were sought. In 

this section we will discuss a long-term solution, the next 

Generation addressing scheme, IPv6.  

 

The steep growth of the Internet has determined the fate of 

the Internet Protocol. The Internet Protocol version 6 or IPv6 

occur among concerns about whether the Internet would 

adapt to increasing demands. IPv6 is now gaining momentum 

as the predictions concerning address exhaustion have been 

fulfilled. We start our study by identifying weakness areas in 

IPv4 and examining the solutions provided in IPv6. 

 

 
Figure 1: 

 
Figure 2 

 

2. Methodology 
 

OPNET 14.5 has used to simulate three different methods 

from IPV4&IPV6. For analysis of the traffic between source 

and destination, three parameters for QoS FIFO (delay, 

throughput, and jitter) has considered to evaluate the network. 

 

3. Network Configuration 
 

The network is composed of four pairs of video clients. Each 

pair uses a distinct TOS (Type of Service) for data transfer. 

The link between the two routers is a "potential" bottleneck. 

FIFO queuing can be enabled on each interface in 

"advanced" routers. Queuing Profile and queuing processing 
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mechanism are set in a sub-attribute called "Interface 

Information" in the "IP QoS Parameters" compound attribute. 

Queuing profile defines the number of queues and the 

classification scheme. Global queuing profiles are defined in 

the QoS configuration object.  

 

QoS first in first out 

 

 
Figure 3 

(IPV4) 

 

 

 
Figure 4 (IPV6) 

 

4. Results and Analysis 
 

The simulation run for 10min (600 sec): this time had been 

enough to gain an overview of the proposed network 

behaviour.  

4.1 Delay 

 

 
Figure 5 

 

The fig 5 show that IPV6 have higher Delay (maximum close 

to.00058 compare to the IPV4 (maximum .000048 which 

mean that when using IPV6 will result bad performance with 

high packet delay , and this directly due to the header packet 

length in IPV6 is more longer than IPV4 . 

 

4.2 Throughput 
 

 
Figure 6 

 

The comparison based on IP Versions 4 & 6 will be based on 

fig 6 ipv6 has higher throughput compare with ipv4 ipv6 has 

140.000p/s and ipv4 has 120.000 p/s 

 

4.3 Jitter 
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Figure 7 

 

The comparison based on IP Versions ipv4 & ipv6 will be 

based on fig 7 ipv6 has higher jitter compare with ipv4. 

 

5. Conclusion 
 

Simulation is run over OPNE Tool, and three types of key 

parameters of QoS (FIFO) indicators (Delay Throughput, and 

Jitter) have been considered. 

 

IPV6 has a greatest throughput while in the same time have 

higher delay & jitter to the traffic. 

 

On the other hand, IPV4 has the lowest throughput compare 

to IPV6, while in the same time have less delay jitter to the 

traffic. 

 

So, it is better to use IPV6 in applications that required high 

bandwidth, while it not suitable for real time applications due 

to the higher delay. 

  

References 
 

[1] www.ieee.org  

[2] http://www.fir3net.com/images/PMTU-Blackhole-

firewall.png 

[3] www.blackhat.com/presentations/bh.../bh-fed-03-paper-

warfield.doc 

[4] http://www.netlab.tkk.fi/~puhuri/htyo/Tik-

110.551/iwork/iwork.html 

[5] Muslim tech.wordpress.com  

[6] http://www.tcpipguide.com/free/t_IPv6DatagramSizeM

aximumTransmissionUnitMTUFragment.htm 

[7] Doglegs -5th edition  

[8] http://i.stack.imgur.com/0XaEs.png 

[9] http://technet.microsoft.com/en-

us/library/cc786128(v=ws.10).aspx 

[10] http://www.ripe.net/ttm 
[11] www.h3c.com  

[12] www.potaroo.net  

[13] www.cyber telcom.org  

[14] Paper 2014 ijarcsse  

[15] www.Wikipedia.org  

[16] www.networkset.com 

Paper ID: SUB157907 1978

http://www.ieee.org/
http://www.fir3net.com/images/PMTU-Blackhole-firewall.png
http://www.fir3net.com/images/PMTU-Blackhole-firewall.png
http://www.netlab.tkk.fi/~puhuri/htyo/Tik-110.551/iwork/iwork.html
http://www.netlab.tkk.fi/~puhuri/htyo/Tik-110.551/iwork/iwork.html
http://www.tcpipguide.com/free/t_IPv6DatagramSizeMaximumTransmissionUnitMTUFragment.htm
http://www.tcpipguide.com/free/t_IPv6DatagramSizeMaximumTransmissionUnitMTUFragment.htm
http://i.stack.imgur.com/0XaEs.png
http://technet.microsoft.com/en-us/library/cc786128(v=ws.10).aspx
http://technet.microsoft.com/en-us/library/cc786128(v=ws.10).aspx
http://www.ripe.net/ttm
http://www.h3c.com/
http://www.potaroo.net/
http://www.cyber/
http://www.wikipedia.org/
http://www.networkset.com/



