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6. Conclusion 
 

The file DE duplication is addressed, in this paper. To 

securely check the duplication we have proposed a novel 

method. Cloud computing has reach to his maturity level. 

That means the cloud is used by commercial user in very 

large amount. It does not mean that all the problems of cloud 

computing are solved totally. According to the situation this 

problems are only tolerated.  Due to this cloud computing is 

more research part. To remove the duplicate files from the 

cloud storage we have proposed novel scheme. This method 

insures that the proposed method successfully remove the 

duplicate files from the cloud storage. 
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