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Comparison Graph Of Delay Time Size With RSA And BLOWFISH And BlowFish With RSA

8. Conclusion and Future Work

When a client storeits dataon the cloud, therés always a

big concerrof whether the cloud service provider stores the
file correctly or not. Securityis the main concerin cloud
computing. The proposed mechanism provides a security
mechanism for securing the datacloud computing with

the helpof Blowfish & RSA algorithms and hash function.

This research paper has proposed a sysienprovide
integrity, authentication and confidentialitythe data stored
in cloud computing. Authenticatide achieved because only
registered clientipljoad and download the filem the cloud.
Graphin fig 6 represents for a filef size21 kb takes7000 Thge proposed scpr|1eme used the combinaifdsiowfish and
ns  delay time using proposed algorithm pg At secure the daia such a wa

, T . y thato leakageof data
(Blowfish+RSA+Hash) whichis lesser than Blowfish and ,, (|5, couldbe performed. Always encrypted file stored
RSA delay timé7193nsand 728Jisrespectively. onthe cloud. Hash value matsat TPA servetto check the
integrity of file.
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Figure 6: Delay Time

Comparison Graph Of Cipher Text Size With RSA And BLOWFISH And BlowFish With RSA

Thereis always a scope for improvemeint every field of

o work, so here alsoWe take oneof the assumption made

‘ = all the modelsof security are that the TP#& neutral. So
. thereis some needo do some work for making TPA more

secure. In our proposed systermve focus on integrity
detection butin future integrity preventionmechanism

implemented using some locking techniques.
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