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Figure 6.13: User requesting For SK and Payment Details 

 

 
Figure 6.14: Message from TPA for denied-privileged 

access 
 

7. Conclusion and Future Work 
 
In this project, we have developed a system that solves the 
problem of data integrity, unauthorized access, privacy, 
consistency and also it aims for maintaining fine-grained 
data access control in cloud computing. This scheme 
presents a network in which cloud architecture, users, and 
TPA are shown, after that it describes retrieval of file, 
encryption and decryption of file, how to check the integrity 
of data from CSP and how to give control to TPA. Further, 
challenging issues for public auditing services that need to be 
focused. It is believed that security in cloud computing is 
very much needed as data in cloud storage are not secure. 
This project can be extended to incorporate efficient user 
revocation scheme. 
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