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Abstract: Digital watermark technology is now drawing attention as a new method of protecting digital content from unauthorized 
copying. A novel audio watermarking algorithm is used to protect against unauthorized copying of digital audio. Watermarking scheme 
includes a psychoacoustics model to ensure that the watermarking does not affect the quality of the original sound. The watermarking 
scheme is robust against common signal processing attacks and it introduces no audible distortion after watermark insertion. 
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1. Introduction 

The Music industry is looking for reliable solutions to 
problems associated with the protection and misuse of 
audio data. Restriction of access to the data is not 
manageable in applications where the user needs to access 
the data in order to enjoy it. New methods like digital 
watermarking, and encryption amongst others have been 
proposed to meet these needs. 
 
Digital watermark technology is now drawing attention as 
a new method of protecting digital content from 
unauthorized copying of digital content. A digital 
watermark was a signal added to the original digital data, 
which can later be extracted or detected. The watermark 
was intended to be permanently embedded into the digital 
data so that authorized users can easily access it. The 
watermark should not degrade the quality of the digital 
data. Some of the issues that must be kept in mind while 
testing the efficiency of an audio watermarking algorithm 
are discussed here. 
 
1.1 Inaudibility 
 
The presence of the audio watermark should not 
compromise with the quality of the given audio signal. 
The acceptability of the impairments depends on the 
intended audience. Some people argue that any alteration 
of the original sound is unacceptable. The inaudibility of 
the watermark is of most priority for an audio 
watermarking scheme. 
 
1.2 Robustness 
 
The watermark data should be detectable even after the 
audio has been subjected to a wide variety of distortions 
introduced by broadcast, audio compression algorithms 
and Internet distribution, home recording devices and 
other manipulations. A robust watermark is one that is 
able to maintain its integrity and is detectable despite such 
manipulations. 
 

 
1.3 Efficiency 
 
The embedding and detection of the watermark data 
should be achievable at an optimum cost in terms of 
computation and equipment. 
 
1.4 Security 
 
One of the key issues for any kind of covert technology is 
Security. The watermarks need to be designed to be 
resistant to attempts at forgery, alteration, erasure and 
decoding by unauthorized parties. Different methods can 
be used to make sure that the algorithm is secure. One of 
the methods is the use of a "key" while embedding the 
watermark. To make the algorithm more secure the "key" 
should be unique so as to protect against proliferation. 
 
Several digital watermark algorithms have been proposed, 
but most watermark algorithms focus on   image and 
video. Only a few audio watermark algorithms have been 
reported. 
 
This paper is organized as follows. Section 2 introduces 
literature survey. Section 3 presents the proposed 
watermarking scheme, including the embedding and 
detection process. We show the experimental results of the 
proposed algorithm in section 4 and conclude the paper in 
section 5. 

2. Literature Survey  

Bender et al. [9] proposed several watermarking 
techniques, which include the following: spread-spectrum 
coding, which uses a direct sequence spread-spectrum 
method; echo coding, which employs multiple decaying 
echoes to place a peak in the cepstrum domain at a known 
location; and phase coding, which uses phase information 
as a data space. Unfortunately, these watermarking 
algorithms cause perceptible signal distortion .Swanson et 
al. [1] presented an audio watermarking algorithm that 
exploits temporal and frequency masking by adding a 
perceptually shaped spread-spectrum sequence. However, 
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