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Abstract: Fog computing is a decentralized computing infrastructure in the Internet of Things (IOT) that brings cloud computing 

capabilities closer to the data source. Fog layer provides localized processing capabilities, reducing delay and improving real-time decision-

making. It involves, a large number of disparate, pervasive, and decentralized devices collaborating and interacting to analyze dynamic 

data. These devices are used for time-sensitive processes like smart health. Despite the sensitivity of its operation, performance of the fog 

layer has not been given much attention. Fog computing performance is governed by a number of fundamental parameters. These 

parameters have not been extensively analyzed in existing literature despite of their importance. This research undertakes a literature 

review to determine the major variables influencing fog computing performance in IoT applications. Through a comprehensive analysis 

of 30 peer-reviewed articles published between 2020 and 2024, we examine such variables. The results highlight six critical variables 

including; packet loss rate, queue time, latency, channel utilization, response time and throughput. This paper further evaluates the inter 

dependency and collective effects of these variables on fog performance. The research aims to offer insights for building resilient fog 

computing frameworks that can adjust to the changing needs of IoT environments. The findings provide valuable grounds for future 

research and development in fog computing architectures tailored to IoT needs, in order to improve service delivery and user experience. 
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1. Introduction  
 

Fog computing is critical in the fast-developing field of IoT 

because it enables data processing at the network's edge, 

cutting latency and enhancing application performance (Zhou 

et al., 2021). To guarantee that fog computing systems can 

effectively manage and analyze data from a varied range of 

IoT devices, it is imperative to identify and modify these 

performance determining elements (Wang et al., 2024). 

Knowing these factors enhances fog computing systems' 

overall dependability and scalability in a data-intensive 

setting in addition to improving the performance of specific 

IoT applications. (Yang et al, 2021) state that the proliferation 

of IoT devices has produced enormous volumes of data, 

necessitating the use of efficient data processing systems. Fog 

computing makes this possible for applications such as 

intelligent healthcare systems and driverless automobiles by 

distributing processing power closer to the edge of the 

network, significantly reducing latency and increasing 

reaction times (Chowdhury et al, 2022). The effectiveness of 

Internet of Things applications is directly impacted by the 

performance of fog computing architectures (Deng et al, 

2023). By controlling these factors well, service delivery may 

be enhanced and scalability and reliability in dynamic 

environments can be guaranteed.  

 

Improving fog computing performance has been a top 

concern for researchers and practitioners alike, as IoT systems 

often need for seamless integration and real-time processing 

(Zhang et al, 2023). Moreover, better resource usage and load 

balancing are made possible by fog computing's decentralized 

architecture, which is essential for reducing network 

congestion and guaranteeing data integrity (Li et al, 2024). 

Because Fog nodes are in close proximity to end users, their 

performance can therefore have a significant influence on 

overall user experience and satisfaction (Ali et al, 2023). Fog 

computing is still essential for real-time data processing and 

Internet of Things applications, therefore attaining strategic 

objectives and fostering innovation require a careful analysis 

of its performance variables. Understanding and improving 

fog computing performance is therefore more than just a 

technological requirement. In order to fully utilize IoT 

applications across a range of industries, from smart cities to 

industrial automation, this is a fundamental prerequisite. Fog 

computing's potential and its place in the future of linked 

technology depend heavily on this ongoing optimization 

effort. 

 

 
Figure 1: The IOT architecture (Medina, 2023 ) 
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2. Research Methodology 
 

This paper uses a systematic review methodology to evaluate 

the important elements that influence fog computing 

performance in IoT applications. We chose peer-reviewed 

articles published between 2020 and 2024 based on the 

PRISMA (Preferred Reporting Items for Systematic Reviews 

and Meta-Analyses) criteria. SpringerLink, IEEE Xplore, 

ScienceDirect, and ACM were the databases that were 

searched. "IoT performance," "performance variables," "fog 

performance," and "IOT optimization" were the major terms 

that were employed.  

 

A total of 50 articles were retrieved. An exclusion criteria was 

applied to the retrieved articles. Based on this criteria, all the 

irrelevant, duplicate studies, and non-peer-reviewed articles 

were discarded. Further screening of the articles was done by 

reviewing the abstracts, out of which a total of 30 papers were 

selected for final review.  The reviewed articles were 

categorized based on the primary factors influencing fog 

computing performance, as summarized in table 1 below. 

 

Table 1: Summary of Identified Fog performance 

determining variables and related authors 
Variable Authors 

Latency (Li Q. L., 2023), (Zhang L. L., 2022), (Mahmood, 

2021), (Sharma P. &., 2022), 

(Ghafoor, 2024), (Nath, 2023) 

Channel 

Utilization 

(Patel R. G., 2022), (Yao, 2021), (Zhou L. L., 

2021), (Li Y. Z., 2024), (Khan M. A., 2024) 

Throughput (Kim, 2023),  (Xu X. Z., 2022),  (Ali M. &., 

2024),  (Li J. &., 2023), (Zhou W. L., 2024) 

Response 

Time 

(Zhou L. L., 2021), (Zhang L. L., 2022), (Ali M. 

R., 2022), (Khan M. &., 2023), (Ali M. &., 2024) 

Packet Loss 

Rate 

(Wang J. Y., 2023), (Huang, 2022), (Nguyen T. 

D., 2024), (Liu H. &., 2023), (Ali M. &., 2024) 

Queue Time (Zhou L. L., 2021), (Li S. C., 2023) 

 (Khan M. A., 2024),  (Li Q. L., 2023), 

 (Chowdhury, 2022) 

 

3. Key Variables affecting Fog Computing 

Performance 
 

3.1 Latency  

 

Liu et al, (2019) investigate the effect of latency on fog 

computing performance by concentrating on latency-aware 

job offloading strategies in fog computing settings. They 

emphasize that the effectiveness and responsiveness of fog 

computing systems are greatly impacted by latency, or the 

amount of time that passes before a data transfer takes place 

in response to an instruction. According to their research, high 

latency might hinder real-time application performance by 

delaying response times and data processing.  

 

The work offers novel approaches for minimizing delays and 

enhancing system performance while optimizing task 

offloading choices under latency constraints. Their method 

makes sure that important operations are finished faster by 

optimizing task placement and execution based on real-time 

latency measurements, increasing the efficacy and 

responsiveness of the fog layer. 

 

Zhang et al, (2022) investigate latency optimization in fog 

computing settings in their work. They emphasized that 

latency has a direct impact on the performance of fog 

computing systems by affecting the rate at which data is 

processed and responded to. Their survey focuses on different 

latency reduction approaches and their efficacy in enhancing 

fog computing efficiency. The authors explain how high 

latency can lead to inefficient data processing, longer 

response times, and a poor user experience.  

 

To address these difficulties, they examine various techniques 

to latency optimization, such as upgrading data routing 

protocols and increasing compute resources at the fog layer. 

Their findings indicate that by addressing latency through 

targeted optimizations, the fog layer can improve speed, 

reliability, and efficiency in the handling of IoT applications. 

 

3.1.1 Types of Latency in Fog Computing  

The amount of time it takes for data to move across a 

network's nodes is network latency. Node distance, network 

infrastructure quality, and network congestion can all affect 

network latency in fog computing (Li S. et al, 2021). High 

network latency can cause delays in data transmission 

between edge devices and fog nodes, affecting overall system 

performance.  

 

The time it takes for a fog node to process incoming data is 

the processing latency. The computational power of the fog 

node, the complexity of the processing algorithms, and the 

node's load all have an impact on delay (Shahid et al, 2022). 

High processing latency can cause delays in data analysis and 

decision-making, which affects real-time applications.  

 

The delay in data flow between fog nodes and central cloud 

servers, or between various fog nodes is the communication 

latency. This form of latency is impacted by network 

variables and the effectiveness of communication protocols 

(Cheng et al, 2023). High connection latency can impede data 

synchronization and cooperation between nodes, reducing the 

performance of distributed applications. 

 

3.1.2 Impact of Latency on Fog Computing Performance 

Real-time applications like driverless vehicles, smart grids, 

and augmented reality (AR) require low latency to perform 

properly. High latency can cause delays in processing and 

response, lowering the usefulness of certain applications (Ali 

M. et al, 2022). For example, in autonomous driving, even 

little delays in sensor data processing can result in dangerous 

conditions. 

Fog computing seeks to lessen the workload on centralized 

cloud servers by processing data locally at the periphery. 

However, significant processing delay at fog nodes can offset 

these advantages, resulting in bottlenecks and inefficiencies 

(Deng et al., 2024). This delay can have an impact on task 

completion time and system throughput. 

 

Interactive applications like virtual reality (VR) and gaming, 

latency has a direct impact on the user experience (Cheng et 

al., 2023). High latency can cause lag and diminished 

responsiveness, lowering the overall quality of the user 

experience and potentially leading to consumer discontent. 
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As fog computing systems expand with additional edge 

devices and data sources, monitoring and decreasing latency 

becomes more difficult (Amin et al, 2022). High latency can 

have an influence on system scalability by reducing the speed 

and efficiency of data processing and communication over the 

network. 

 

3.2 Chanel Utilization  

 

Patel et al, (2022) investigate the effect of channel use in the 

performance of fog computing systems. They define channel 

utilization as the rate at which network channels are used to 

transfer data. Their findings underscore the importance of 

optimal channel use in optimizing fog layer performance, as 

it has a direct impact on data throughput and overall system 

efficiency. Poor channel utilization can result in unused 

network resources, higher congestion, and slower data 

transfer rates.  

 

The authors propose methods for increasing channel usage, 

such as refining network protocols, balancing data loads, and 

improving resource allocation mechanisms at the fog layer. 

By increasing channel utilization, fog computing systems can 

improve performance, support higher data transmission rates, 

and provide more efficient data handling for IoT applications. 

 

Yao et al, (2021) discuss the relevance of channel use in fog 

computing systems and its impact on system performance. 

They emphasize that good channel use is critical for 

increasing data throughput while reducing delays. Inefficient 

channel utilization can lead to greater network congestion, 

higher latency, and lower overall system performance. Their 

research looks into methods to improve channel utilization, 

such as dynamic channel allocation, load balancing, and 

adaptive network management techniques. Fog computing 

systems can handle higher volumes of data more efficiently, 

minimize congestion, and increase the responsiveness of IoT 

applications by optimizing the use of network channels. 

 

3.2.1 Factors Affecting Channel Utilization.  

Several factors influence channel utilization in fog computing 

systems according to  Zhang et al, (2022). Channel utilization 

is determined by the amount of data that can be carried over 

a channel in a specific amount of time, or network bandwidth. 

Increased bandwidth makes it possible to use and process data 

more quickly. Channel usage is influenced by network traffic 

volume and type. Reduced usage efficiency and congestion 

might result from high traffic volumes. Signal strength, 

interference, and noise all have an impact on the quality of the 

communication channel, limiting its effectiveness. 

 

The efficiency of data transmission techniques might 

influence channel use. Protocols that enhance data transfer 

and error management can increase usage. Additionally, the 

network topology and configuration, particularly the 

positioning of fog nodes and communication channels, have 

an impact on channel use. 

 

3.2.2 Impact of Channel Utilization on Fog Computing 

Performance 

Channel utilization has a direct impact on data throughput, 

which is the rate at which data is successfully sent over a 

channel (Ali et al, 2023). High channel utilization often 

results in increased data throughput since more of the 

channel's capacity is employed for data transmission. 

Efficient channel use guarantees that data is transferred at 

optimal speeds, hence improving overall system performance. 

Effective channel utilization helps to manage network 

congestion by ensuring that communication channels are used 

efficiently. Poor utilization can cause bottlenecks and 

congestion, delaying data transfer and decreasing the system's 

responsiveness. By optimizing channel utilization, fog 

computing systems can reduce congestion and enhance data 

flow. 

 

Channel use influences latency, or the time it takes for data to 

be transmitted and received (Nguyen et al, 2024). High 

channel utilization reduces latency by ensuring that data is 

transmitted quickly and efficiently. In contrast, poor channel 

occupancy or wasteful use can increase latency, affecting 

real-time applications and system performance. 

 

In fog computing systems, successful resource management 

relies heavily on efficient channel use. Fog nodes can better 

control data transmission by optimizing channel usage, 

lowering network resource burden and enhancing overall 

system efficiency (Reddy et al, 2023). 

 

Managing channel use becomes more crucial as fog 

computing systems grow. Integration of more fog nodes and 

data sources is supported by efficient channel utilization, 

which guarantees stable system performance as the network 

expands (Kim et al, 2023). 

 

3.3 Throughput 

 

Kim et al, (2023)examine how throughput affects fog 

computing system performance. The rate at which data is 

processed and transferred via the system is called throughput. 

Their study shows that in order to ensure that fog computing 

systems can effectively support real-time applications, high 

throughput is necessary for managing massive volumes of 

data. They clarify that low throughput might result in higher 

latency, data processing bottlenecks, and general system 

inefficiencies.  

 

The authors suggest a number of optimization techniques to 

increase throughput, including bettering data processing 

algorithms, allocating network bandwidth more effectively, 

and streamlining resource management at the fog layer. Fog 

computing systems can increase their throughput by taking 

care of these issues, which improves their capability to handle 

large data streams and improve overall performance.  

 

Xu et al, (2022) investigate how throughput affects fog 

computing system performance, concentrating on how it 

affects data processing effectiveness. Throughput is defined 

as the quantity of data that is successfully transferred across a 

network or processed by the system in a specific length of 

time. According to their analysis, throughput has a direct 

impact on the system's capacity to manage data flow and 

support real-time applications, making it a crucial 

performance indicator.  

 

Inadequate throughput can result in longer wait times, less 

effective systems, and worse overall performance. The 
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authors propose many methods to boost throughput, such as 

bettering resource allocation tactics, boosting data processing 

capabilities, and streamlining network protocols. Fog 

computing systems can accomplish this by optimizing certain 

variables. 

 

3.3.1 Definition and Importance of throughput in Fog 

computing.  

Throughput is the amount of data that can be successfully 

processed or transported in a predetermined length of time.  

Throughput in fog computing can be seen from several angles 

according to (Kim et al, 2023). Network throughput measures 

the speed at which data is transferred between fog nodes and 

between fog nodes and central cloud servers via the network. 

Processing Throughput measures how quickly fog nodes 

process data. In order to achieve optimal performance in fog 

computing systems, high throughput in both network and 

processor contexts is essential since it guarantees effective 

data handling and prompt answers. 

 

3.3.2Factors Affecting Throughput 

Several factors influence throughput in fog computing 

environments according to Cheng et al, (2023). Network 

throughput is influenced by the communication channel's 

maximum capacity. Higher data transmission rates are made 

possible by more bandwidth. Therefore, the amount of time it 

takes for data to be sent and received is one way that network 

latency can affect throughput. The computational power and 

efficiency of fog nodes affect processing throughput. More 

powerful nodes can process data faster. Also, high levels of 

network traffic can reduce throughput by causing delays and 

packet loss. Larger and more complex data can reduce 

throughput due to the increased time required for processing 

and transmission. 

 

3.3.3 Impact of Throughput on Fog Computing 

Performance.  

Throughput affects fog performance in various ways 

according to Liu et al, (2019). Throughput directly influences 

how efficiently a fog computing system handles data. Higher 

throughput enables faster processing and transmission of 

massive amounts of data, which is critical for applications like 

video surveillance, sensor networks, and real-time analytics. 

Efficient data handling enhances the system's ability to 

properly manage and process information, resulting in 

improved overall performance. In real-time applications such 

as industrial automation and self-driving automobiles, system 

responsiveness is crucial. Increased throughput speeds up 

data processing and transmission, enabling quicker responses 

and actions. This is particularly important when situations call 

for data-driven, real-time decision-making. 

 

Throughput affects network efficiency by determining how 

well data is transmitted across the network. High network 

throughput minimizes the likelihood of congestion and packet 

loss, increasing overall network efficiency. Efficient network 

utilization improves the performance and scalability of fog 

computing systems. As fog computing systems grow, 

managing throughput becomes increasingly important. 

Higher throughput allows the system to accommodate more 

data sources and fog nodes while maintaining performance. 

This scalability is essential for expanding fog computing 

environments to support more extensive and diverse 

applications. Throughput has an impact on the quality of the 

user experience in applications like streaming services and 

interactive gaming. A higher throughput ensures smooth and 

uninterrupted data delivery, which reduces buffering and 

latency, resulting in higher satisfaction and application 

performance. 

 

3.4 Response Time  

 

In their study  Zhou et al, (2021), emphasize the importance 

of response time in fog computing systems and its impact on 

overall performance. They explain that reaction time, or the 

entire time required to process and respond to a request, is a 

critical factor in system efficiency and user satisfaction. High 

reaction times can cause delays in application performance, 

compromising real-time data processing and interaction.  

 

Their research identifies several factors that contribute to 

longer response times, including latency, processing delays, 

and network congestion. To increase response times, the 

authors suggest numerous solutions, including maximizing 

computer resources, improving data routing protocols, and 

applying efficient scheduling algorithms. By addressing these 

variables, fog computing systems can achieve faster response 

times, improving performance and providing a better user 

experience for IoT apps. 

 

Zhang et al, (2022) investigate the effect of response time on 

fog computing performance, with an emphasis on the fog 

layer's efficiency and efficacy. They argue that response time 

is critical for maintaining the performance of fog computing 

systems because it directly determines how quickly data 

requests are processed and addressed. High response times 

can damage system performance, lower throughput, and 

provide inferior user experiences, particularly for real-time 

applications.  

 

Their research recommends a variety of techniques to 

improving response times, including better resource 

allocation, improved data processing algorithms, and 

improved network connection. Fog computing solutions can 

handle real-time data processing more effectively and provide 

more responsive and reliable performance for IoT 

applications by lowering response time. 

 

 

3.4.1 Significance of Response Time  

Response time is the time it takes to receive a response after 

making a request. In the context of fog computing, this 

comprises the time it takes to send data from a client to a fog 

node, process it, and return the response to the client. Low 

response time is crucial for ensuring that tasks are completed 

on schedule and that real-time applications remain effective. 

 

3.4.2 Factors Influencing Response Time in fog 

computing. 

According  to  Xu et al, (2022), several factors influence 

response time in fog computing. The delay in data transfer 

between the fog node and the client is caused by network 

latency. Network latency is affected by a number of factors, 

including infrastructure quality, distance, and network 

congestion.  

 

Paper ID: SR241017130635 DOI: https://dx.doi.org/10.21275/SR241017130635 1700 

http://www.ijsr.net/


International Journal of Science and Research (IJSR) 
ISSN: 2319-7064 

SJIF (2022): 7.942 

Volume 13 Issue 11, November 2024 
Fully Refereed | Open Access | Double Blind Peer Reviewed Journal 

www.ijsr.net 

The processing time is the amount of time needed for the fog 

node to process the data. This depends on how sophisticated 

the fog node's processing algorithms are and how much 

processing power it has. Larger data payloads take more time 

to transmit and process, potentially increasing response times.  

 

The time required for communication protocols and error 

handling may impact overall response time. The current load 

on a fog node, which includes the number of concurrent jobs 

and resource availability, may affect processing time and thus 

reaction time. 

 

3.4.3 Impact of Response Time on Fog Computing 

Performance.  

Response time impact fog computing performance in various 

ways according to Sharma et al, (2023). Low response time is 

critical in real-time applications such as driverless vehicles, 

smart grids, and augmented reality to ensure operational 

efficiency and safety. High response times can cause delays 

in decision-making, compromising the performance and 

dependability of certain systems. Response time influences 

the overall efficiency of a fog computing system. Efficient 

reaction times guarantee that data is processed and acted upon 

as fast as possible, reducing the amount of time resources 

spend idle or waiting. This results in greater usage of 

computational resources and higher system throughput. 

Response time is strongly related to user experience in 

applications that require human interaction, such as virtual 

reality (VR), gaming, and streaming services. High response 

times can cause lag, delays, and diminished interactivity, 

lowering user happiness and engagement. Efficient reaction 

time helps to maximize resource usage by ensuring that 

computational resources are used efficiently. High response 

times can cause inefficiencies in resource allocation, with 

nodes possibly underutilized or overworked. As fog 

computing systems grow to support more devices and 

applications, regulating reaction time becomes more difficult. 

Efficient reaction times promote system scalability by 

allowing new data sources and nodes to be added without 

compromising performance. 

 

3.5 Packet Loss Rate  

 

Wang et al., (2023) investigate how packet loss rate 

influences the performance of fog computing systems. They 

explain that packet loss, or inability to transport data packets 

from source to destination, has a considerable impact on the 

fog layer's effectiveness. High packet loss rates can cause 

incomplete data transfers, reducing the dependability and 

quality of service provided by fog computing systems.  

 

The authors explain how packet loss can result in data re-

transmissions, higher delay, and reduced throughput, all of 

which contribute to overall system inefficiencies. Their 

findings highlight the significance of adopting strong error 

correction and packet recovery techniques to limit the 

negative consequences of packet loss. By mitigating packet 

loss, fog computing systems can improve data integrity, 

reduce re-transmission costs, and increase overall 

performance. 

 

Huang, (2022) investigate the effect of packet loss rate on the 

performance of fog computing systems, with a focus on data 

management and system efficiency. Their findings show that 

high packet loss rates can contribute to longer re-transmission 

times, lower data throughput, and overall system 

inefficiencies. The paper examines many solutions for 

reducing packet loss, such as enhanced error detection and 

correction techniques and enhancing network protocols to 

provide more reliable data transfer. By addressing packet loss, 

the fog layer can increase performance, as less packet loss 

leads to more effective data handling and system 

responsiveness. 

 

3.5.1 Significance of Packet Loss Rate in fog computing.  

According to Cheng et al (2023) Packet loss rate is the ratio 

of lost packets to total packets transmitted across a network. 

In fog computing, packet loss rate influences data 

transmission and processing performance, as well as the 

overall system's reliability and efficiency. Minimizing packet 

loss is critical for sustaining high performance and 

guaranteeing efficient operation. 

 

3.5.2 Factors Influencing Packet Loss Rate 

Several factors contribute to packet loss in fog computing 

environments as outline by Kumar et al (2024). High volumes 

of network traffic might overwhelm network resources, 

causing packet loss. Congestion happens frequently in shared 

or heavily used network segments. Wireless networks are 

susceptible to interference from other devices and ambient 

factors, which causes packet loss. Malfunctioning network 

components, such as routers and switches, can result in packet 

loss due to hardware failures. Errors during data transmission, 

such as corruption or timeouts, can cause packet loss. The 

network's design and configuration, particularly the 

placement of fog nodes and communication routes, may 

influence packet loss rates. 

 

3.5.3 Impact of Packet Loss Rate on Fog Computing 

Performance.  

Packet loss rate impacts fog performance in various ways as 

stipulated by Li et al, (2023).  Packet loss can result in missing 

or distorted data, compromising data integrity. Maintaining 

data integrity is vital in fog computing applications such as 

sensor networks and real-time analytics. High packet loss 

rates can lead to data corruption and loss, compromising the 

system's reliability. Increased packet loss rates can degrade 

system reliability by requiring frequent re-transmissions and 

delays. Reliable data transfer is critical for ensuring constant 

performance in fog computing environments. High packet 

loss rates can cause greater delay, lower throughput, and 

overall system instability. Packet loss lowers network 

efficiency by lowering the effective bandwidth available for 

data delivery. Lost packets must be re-transmitted, requiring 

more network resources and increasing overall traffic. This 

can cause congestion and poor network performance.  

 

Applications that require real-time data, such as autonomous 

vehicles, video monitoring, and interactive services, are 

especially vulnerable to packet loss. High packet loss rates 

can cause delays, poor quality, and decreased responsiveness 

in certain applications, reducing user experience and system 

performance. Packet loss can impair the efficient use of 

network and compute resources. Frequent re-transmissions 

and data recovery processes use up more resources, lowering 

the overall efficiency of the fog computing system. 

Paper ID: SR241017130635 DOI: https://dx.doi.org/10.21275/SR241017130635 1701 

http://www.ijsr.net/


International Journal of Science and Research (IJSR) 
ISSN: 2319-7064 

SJIF (2022): 7.942 

Volume 13 Issue 11, November 2024 
Fully Refereed | Open Access | Double Blind Peer Reviewed Journal 

www.ijsr.net 

Optimizing packet loss control can boost resource usage and 

system performance. 

 

3.6 Queue Time  

 

Zhao et al, (2024)investigate the effect of queue time on fog 

computing system performance. They define queue time as 

the time it takes for jobs or data packets to be processed once 

they are placed in a queue. According to the authors, long 

queue times can increase latency, limit system throughput, 

and degrade overall performance in the fog layer. Queue time 

has a direct impact on the efficiency of task execution and 

data handling because high wait times can slow down the 

entire processing pipeline. Their research stresses the 

importance of efficient queue management systems for 

reducing queue time, such as dynamic scheduling algorithms 

and load balancing techniques. By minimizing queue time, 

fog computing systems can increase their responsiveness, 

throughput, and overall performance, allowing them to better 

handle real-time IoT applications. 

 

Li et al, (2023) investigate the effects of queue time on the 

performance of fog computing systems, with a focus on data 

processing and system efficiency. They emphasize that 

excessive queue time can cause delays in data processing, 

longer response times, and lower overall system throughput. 

Their analysis identifies several variables that contribute to 

long queue times, including resource contention and 

ineffective scheduling.  

 

To address these challenges, the authors present a number of 

queue time optimization options, including sophisticated 

scheduling algorithms and improved resource allocation. By 

reducing queue time, the fog layer can improve performance, 

resulting in faster data processing and more effective handling 

of IoT workloads. 

 

3.6.1 Significance of Queue Time in fog computing  

Queue time is the amount of time a data packet or job remains 

in a queue before being processed by a fog node. This time is 

determined by a variety of parameters, including task arrival 

rates, fog node processing rates, and queue management 

strategies Zhou et al, (2022). In fog computing, queue 

management is critical for ensuring timely data processing 

and system efficiency. 

 

3.6.2 Factors Influencing Queue Time in fog computing  

Several factors have been identified to influence queue time 

according to Khan et al, (2023). The frequency with which 

tasks or data packets arrive at a fog node impacts queue length 

and waiting time. Higher arrival rates may cause longer queue 

times if processing capacity is insufficient. The computing 

capabilities of a fog node determines how quickly it can do 

tasks. Nodes with higher processing capacity can reduce wait 

times by completing tasks more efficiently.  Different queue 

management systems, such as First-In-First-Out (FIFO), 

Priority Queuing, and Round-Robin, can affect queue time. 

The policy decision determines how tasks are scheduled and 

completed. The time it takes for data to travel between IoT 

devices and fog nodes affects queue time. Higher network 

latency may increase the time jobs spend in the queue. The 

overall load on the fog node, including the number of 

concurrent operations and resource utilization, influences 

queue time. Increased system load can result in higher queue 

times. 

 

3.6.3 Impact of Queue Time on Fog Computing 

Performance 

Long queue times can affect data processing efficiency by 

delaying the completion of jobs. This is especially important 

in IoT applications that need real-time or near-real-time 

processing, such as video analytics and sensor data 

processing. Increased queue times cause slower data handling 

and decreased system throughput. System responsiveness in 

IoT contexts is critical for applications such as self-driving 

cars, smart grids, and interactive services. High queue 

durations can cause delays in job execution and data 

processing, reducing the system's capacity to respond quickly 

to changes and inputs. 

 

Applications that rely on real-time data, such as smart home 

automation, healthcare monitoring, and industrial control 

systems, are particularly sensitive to wait times. Long queue 

durations can damage application performance by creating 

delays and limiting reaction time, affecting user experience 

and system effectiveness. Queue time has an impact on 

network efficiency because it affects how data flows between 

IoT devices and fog nodes. Extended queue times can 

increase network congestion and lower effective capacity 

since jobs take longer to process and transmit. Efficient queue 

management optimizes resource efficiency by balancing load 

across fog nodes and reducing idle time. High queue times 

might result in inefficient utilization of computational 

resources because jobs take longer to process and resources 

aren't completely used.  

 

The figure below was designed to visualize the variables 

which determine fog computing performance.  

 

 
Figure 2: Variables determining fog performance 

 

4. Conclusion and Future Work 
 

In conclusion, essential characteristics such as packet loss 

rate, queue time, latency, channel utilization, and throughput 

all have a major impact on fog computing performance. Each 

of these variables is critical in determining the efficiency and 

usefulness of fog systems for processing and controlling data 

closer to end users. High packet loss rates can reduce service 

quality, while long wait times can increase latency, making 
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real-time applications difficult to use. Optimizing channel 

usage ensures that bandwidth is effectively employed, 

resulting in increased throughput, which is critical for 

managing massive amounts of data generated by IoT devices 

(Zhou et al, 2022). 

 

Future research in this field should concentrate on creating 

more robust models that incorporate these variables to 

provide a comprehensive understanding of their 

interconnections. Specifically, researchers could investigate 

adaptive algorithms that dynamically modify system 

parameters in response to real-time performance metrics. 

Implementing machine learning techniques could improve 

predictive capabilities even more, allowing for proactive 

management of network resources to reduce packet loss and 

delay. 

 

Furthermore, empirical investigations in a variety of 

situations and applications would provide useful insights into 

how these factors show in different contexts. It will also be 

crucial to look into the impact of upcoming technologies like 

5G and edge AI on fog computing performance. Future study 

in these areas can help to create more durable and efficient 

fog computing frameworks, paving the way for better support 

of next-generation applications in smart cities, autonomous 

vehicles, and other IoT-driven domains. This ongoing 

investigation will eventually help to realize the full potential 

of fog computing, driving innovation and improving user 

experiences across a wide range of industries. 
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