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Abstract: A power system is always subjected to internal and external complications that may lead to instability in the system. The 

social and economic consequences of a major power supply interruption are so great that every effort must be made to reduce the 

impact of such a disturbance. The process of determining the steadiness of the system following the disturbances is known as security 

assessment. In particular, steady state voltage security assessment is a process to evaluate the static security of the power system 

following a disturbance. It is done considering the loading conditions in respect of voltage profile at the buses. Each busis operated on a 

range of voltage magnitude, beyond which the voltage profile of the whole network is perturbed. In this paper voltage security 

assessment with help of Artificial Neural Network has been reported. Load flow studies are an integral part of security assessment of a 

power system but they are generally computationally intensive task and time consuming. As an alternative and less computationally 

intensive method, the artificial neural network is used in this paper to detect a set of critical conditions of a 2 machine 5 bus system. 
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1. Introduction 
 

A power system is continuously subjected to different types 

of disturbances and can never be assumed to be secure. The 

process of determining whether it remains in the secure state 

or insecure state is known as power system security 

assessment. There are two outlooks of the security 

assessment problem: Static security assessment and dynamic 

security assessment. 

 

Static security assessment evaluates the post contingent 

steady state of the system neglecting the transient behavior 

and any time dependent variations due to changes in the 

load-generation conditions. 

 

Dynamic security assessment evaluates the time dependent 

shift of a power system from the pre-contingent state to the 

post-contingent state due to small and large disturbances. 

Small disturbances affect the dynamic stability of the power 

system while the large disturbances affect the transient 

stability. 

 

This paper focuses on the voltage security assessment aspect 

of static security assessment of a power system. 

 

The basic tool for Steady State Security Analysis is the Load 

flow. It is impractical to study all the possibilities of circuit 

outages by full ac load flow techniques due to time 

constraints in on-line environment. For voltage security 

analysis, we use Fast Decoupled Load Flow in on-line since 

it is a one-shot method of solution, it is very fast and more 

or less accurate for some systems where VAR problems are 

not that much severe. In off-line condition, Newton Raphson 

Load Flow (NRLF) may be used for both MW and Voltage 

security assessment. 

 

In off-line or on-line studies, the methods for assessing 

security using NRLF or other load flows are not efficient, 

they are generally tedious, time consuming and 

computationally intensive. An alternative approach may be 

the application of Artificial Neural Network for security 

assessment of power system. 

 

In machine-learning and cognitive science, artificial neural 

networks (ANNs) are a family of models inspired 

by biological neural networks (the central nervous 

systems of animals, in particular the brain) and are used to 

estimate or approximate functions that can depend on a large 

number of inputs and are generally unknown. Artificial 

neural networks are generally presented as systems of 

interconnected "neurons" which exchange messages 

between each other. The connections have numeric weights 

that can be tuned based on experience, making neural nets 

adaptive to inputs and capable of learning. 

 

In particular, the multilayered neural network with error 

back propagation training algorithm is used to test the 

validity of the artificial neural network approach in 

determining the steady state voltage security assessment of 

the power system. While using this alternative approach, 

various parameters in the multilayered neural network such 

as the number of hidden neurons and the number of hidden 

layers are modified so as to minimize the error in the 

prediction of critical cases. 

 

2. Static Security Assessment 
 

One of the most important requirements for the normal 

operation of a power system is the nearly strict synchronism 

in the rotational speed of the many largely interconnected 

generating units. The consequence of any successive loss of 

synchronism among major systems or subsystems can prove 

to be disastrous. 

 

In the operation of electrical power systems disturbances are 

always present, either of external or internal origin. External 
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disturbance may be caused due to storms, lightning strikes, 

earthquakes, etc. Internal disturbances originate in the 

system itself like loss of generation, outages of line, random 

load variations. These disturbances may lead to a shift in the 

operating state and initiate small oscillations of the system 

variables such as frequency. If the oscillations are damped 

out, the system stays in the stable state and pull through the 

following transients. If the system is unstable, one or more 

machines may lose synchronism with the rest of the power 

system. 

 

Power system security assessment is the investigation 

performed to determine whether, and to what extent, a 

power system is reasonably safe from serious hindrance to 

its operation. The assessment involves evaluation of 

available data to approximate the security level of the 

system in its present state or some near future state. 

 

To assess voltage security of power system, contingency 

analysis is carried out as a routine activity in a modern 

control center. Branch MW flow and bus voltage magnitude 

are of prime importance for such studies. Violation of MW 

limit of a line and/or bus voltage limit will cause insecurity 

to the system. In on-line environment, contingency analysis 

is performed by running approximate load flow method i.e., 

DC load flow method for MW security assessment and 1P-

1Q load flow method for voltage security assessment. 

Contingency ranking is done by calculating a scalar index 

called Performance Index(PI). Ranking list is obtained by 

arranging PI values in descending order. The higher PI 

values correspond to harmful contingency cases. A few of 

them starting from the topmost of the list are selected for 

further full ac analysis because these are harmful for secured 

operation of the system. Contingency evaluation is done by 

running accurate load flow method for the selected harmful 

cases. Newton Raphson load flow or FDLF is preferred for 

both MW and voltage security analysis. 

 

Contingency analysis is performed by creating various 

scenarios of a system. It may be tripping of a line, a 

transformer, a breaker, a generator or even a bus bar. It may 

be variation of bulk amount of active and reactive load or 

generation. 

 

Contingency analysis is a software application run in an 

energy management system to give the operator an 

indication of what might happen to the power system in the 

event of an unplanned (unscheduled) equipment outage. 

That is, the contingency analysis application allows the 

operator to ask what if questions such as: What will be the 

state of the system if a 400 kV major transmission line trips? 

The answer to this question might be that the system power 

flows and voltages will just read and remain within 

acceptable limits, or the answer might be that severe 

overloads and/or under-voltages will occur. 

 

An overload itself can damage the transmission and the 

generating equipment if it is severe enough and exists for a 

long period. It may cause uncontrollable cascade tripping 

resulting in shut down of large part of power system. The 

use of contingency analysis application in an energy 

management system is predicated upon the idea that when 

forewarned, the operator can take some action before or 

after the event that will help the system to avoid problems. 

As such its economic justification come from the electric 

utility desire to avoid overloads that might directly damage 

equipment, or might cause the system to lose a number of 

components due to relay action. 

 

3. The Artificial Neural Network Approach 
 

The artificial neural network can be used as an alternative 

approach to voltage security assessment to overcome the 

difficulties faced using the conventional methods. In this 

alternative approach we use a large amount of load flow data 

collected by performing off-line load flow analysis which 

includes active and reactive load and generation variations. 

The data is used to train the selected neural network. When 

trained the neural network will be able to classify the 

conditions whether the system is normal or under/over 

loaded. 

 

There are various classes of artificial neural network that can 

be used to solve different types of problems. Here a 

multilayer neural network with error back propagation has 

been used. 

 

1) Multilayer Neural Network with Error Back 

propagation 
The multilayer neural network with error back propagation 

is the most commonly used neural network. It has been 

successfully used for solving a variety of problems in the 

past in power system security. Here it is used to classify the 

power system operating states which ultimately determines 

the security. The network consists of an input layer, one or 

more hidden layers of neurons and an output layer. The 

input signal is propagated in the network from the input 

layer to the hidden layer to the output layer. This network is 

generally trained in a supervised manner. 

 

a) Error Back propagation algorithm 

The error back propagation consists of two passes through 

different layers of the network; namely forward pass and 

backward pass. In the forward pass, the input vector is 

applied to the nodes and propagates through the network 

layer by layer, and ultimately a set of outputs is produced as 

the actual response of the network. During the forward pass 

the weight vector does not change. 

 

In the backward pass, the error signal is propagated 

backward through the network against the synaptic weights. 

The weighting vector are adjusted so as to match the actual 

output of the network to the desired output. 

 

b) Rate of learning 

Sometimes a learning rate coefficient is used to train the 

network. The learning rate affects the rate of change of 

synaptic weights in the network. The smaller the learning 

rate, the smaller will be the changes in the synaptic weights 

of the network from one iteration to the other, and it will 

take much longer to train the network. However, if we take a 

very large learning rate the network may give oscillatory 

results. 
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c) Momentum term 

Large learning rates often lead to oscillation of weight 

changes and learning never completes, or the model 

converges to a solution that is not optimum. One way to 

allow faster learning without oscillation is to make the 

weight change a function of the previous weight change to 

provide a smoothing effect. The momentum factor 

determines the proportion of the last weight change that is 

added into the new weight change. 

 

2) Optimum Structure 

Within the structure of the multilayered neural network, the 

various parameters (number of hidden layers, neurons and 

activation function) can be modified to achieve different 

prediction results. As there are no exact criteria for the 

determination of the best combination of all the parameters, 

they are varied in a somewhat trial and error manner to 

obtain the optimum structure that will give rise to the 

minimum error in the prediction. 

 

4. Implementation 
 

The proposed artificial neural network approach for the 

power system voltage security assessment is described in the 

following steps:  

 

Step-1: Generating the training data 
A standard 5 bus power system has been used for the study. 

The NRLF program was run successively several times, by 

varying some specific parameters every time. The voltage 

magnitude on each bus was computed by varying the active 

and reactive power of load and generation. Each of them 

was (individually) varied from 50 % to 150 %. Then the 

corresponding line flows are accumulated in a documented 

format. Out of the total data calculated, 75% of the data are 

set aside for training and the remaining 25% data for testing 

the network. 

 

Step-2: Selection of the neural network inputs 
The choice of inputs is an extremely crucial factor in the 

successful use of the artificial neural network to predict the 

security state condition of the system. In this study, the 

voltage magnitude on each bus is taken as inputs to the 

network and a certain percentage of the threshold of bus 

voltage magnitude (range 0.95 p.u. to 1.05 p.u.).The state of 

Power System is classified as insecure (0) or secure (1). The 

detailed process is explained as follows. 

 

In FDLF program, various input data are changed one by 

one and the load flows are run for each case. The standard 

input data for a 5-bus system is given below: 

 

Table 1: Bus data of standard 5 bus system 
Bus 

No. 

Bus Voltage 

Magnitude (initial) 

Generation Load 

MW MVAR MW MVAR 

1 1.06 0.0 0.0 0.0 0.0 

2 1.0 40.00 30.00 20.00 10.00 

3 1.0 0.0 0.0 45.00 15.00 

4 1.0 0.0 0.0 40.00 5.0 

5 1.0 0.0 0.0 60.00 10.00 

All the data collected from the load flow studies are 

tabulated into two excel sheets: one for training and one for 

testing. 

Step-3: Training the neural network 
With the choice of appropriate inputs, the network is trained 

with the data generated until the error reaches a minimum. 

The trained network with the highest accuracy is then saved 

for testing the remaining data. 

 

Step-4: Adjusting the neural network parameters 

In order to optimize the performance of the neural network 

in the present study, different parameters of the network are 

changed according to our necessity. The parameters changed 

are: 

 Number of input nodes 

 Number of hidden neurons 

 Number of hidden layers 

 Activation function 

 Network Architecture 

 

Step-5: Testing the trained network 
After successfully training the network and obtaining the 

desired result the network is tested with the testing data to 

verify the accuracy of the network. If testing gives accurate 

results then it may be concluded that, the network has 

successfully converged. 

 

5. Case Studies 
 

According to the steps mentioned in the previous section the 

neural network is applied to a standard 5 bus power system 

shown in Figure 1. 

 
Figure 1: Line diagram of a standard 5 bus system 

 

Around 400 datasets are collected by varying the active and 

reactive power of load and generation and running FDLF 

program, out of which 300 datasets are used for training and 

the remaining 100 datasets are used for testing the network. 

 

The optimal results were obtained using a single hidden 

layer, with 3 hidden neurons and the logistic activation 

function. The confusion matrix of the tested data is shown in 

Figure 2. The results on the 5 bus system are found to be 

quite accurate. The accuracy during training was found to be 

99.7% and the accuracy during testing was found to be 

99.0%. 
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Figure 2: Confusion matrix while testing the network 

 

6. Discussion 
 

This paper presents a new direct method for voltage security 

assessment of a multi-bus power system. Artificial neural 

network is used to determine the security state of power 

system for a 5 bus system. With the neural network 

approach, the system security can be determined with much 

higher accuracy in a very short time, demonstrating the 

benefits of using the proposed approach and potential of the 

artificial neural network.   

 

The network architecture of the artificial neural network in 

the optimal prediction of the states of the system will be 

different for different power system. The network 

architecture must be varied according to the complexity of 

the power system in context. It is something that has to be 

found by trial and error method, until the best performance 

has been achieved. 

 

It is inferred that with the increase in the complexity of the 

power system, the need for the amount of the training data 

also increases. It is seen that the best results have been 

obtained using a logistic activation function. During the 

training, encouraging results have been obtained with a 

hidden layer of three neurons with an accuracy of more than 

99%. When we increase the number of neurons in hidden 

layer the accuracy decreases gradually. 

 

The results obtained were quite accurate and encouraging. 

The accuracy during testing was 99%. With the results 

obtained it can be said that the artificial neural network does 

provide a good alternative approach for MW security 

assessment. 

 

However, in this context a few points must be noted. 

 The accuracy of the artificial neural network obtained 

here may be due to the fact that it is applied to a small 

system. The accuracy may vary for larger system. 

 There is no specific neural network structure that can 

give accurate results for all power systems. Studies need 

to be done to determine the optimum network structure 

for different power systems. Different parameters must 

be varied to obtained the best results and the training data 

must also cover a wide range. The multilayered network 

with error back propagation algorithm is generally a 

useful network that is able to solve a multitude of 

problems including the prediction of the MW security. 

 

Power industries may be reluctant to use ANN in on-line in 

their systems. As long as the artificial neural network is not 

used in on-line, further developments will still be only on a 

theoretical basis and results obtained are conceptual. Only if 

the power firms are willing to try out the new technology, 

the artificial neural network can be further tested and 

refined. A lot of work still needs to be done because of the 

inherent uncertainties of the artificial neural network. 

 

However, the actual realization of the neural network 

approach is another point to be considered. The physical 

model of building the artificial neural network needs to be 

implemented as analog, digital or hybrid hardware. To 

develop an artificial neural system chip that is usable is 

anon-trivial task, has so far proved to be costly. 

 

In addition, the uncertainty in determining the best 

combination of the various neural network parameters shows 

that it is more of an art than science to obtain the best 

performance. Experience of the operator can play an 

important role in determining the best neural network 

structure to use. 

 

7. Conclusion 
 

The determination of the voltage security of a power system 

is not an easy task. It is a complex process which consumes 

a lot of time. The conventional methods have their own 

drawbacks especially of being very time consuming and 

computationally intensive. 

 

In conclusion, the artificial neural network approach is 

found to be able to give quite accurate results in predicting 

voltage security but it needs some improvements to be 

actually used online in practical power systems. The reason 

being that the risk involved in introducing new technology is 

too high for most power sectors and the reservations itself 

ironically limit the process of developing the artificial neural 

network approach further. 
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